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Abstract— Finding the specific paths between the source and destination nodes in MANET routing protocols is necessary. During a natu-

ral calamity, when our regular communication network is disrupted for the damage to the ground station, at that time, AODV-SOS and 

FORP-SOS routing protocols in MANET are expected as an alternative medium for communication. Such as, when a victim wants help at a 

time of calamity and contact cannot be established at that time, it is difficult for the victim to communicate with the rescue team if the IP ad-

dress is not known. Our goal is to fix the issue. We have considered FORP-SOS and AODV-SOS, which constructed S-O-S packets with-

out endpoint addresses in MANET routing protocol FORP and AODV, and figured out their connection strength. This paper aims to en-

hance the resilience of FORP-SOS and AODV-SOS routing protocols in MANET based on obtained signal intensity to remove S-O-S pack-

ets when the accepted signal intensity is lower than a predetermined threshold at each time node accepts an S-O-S packet. Finally, we test 

our enhanced technique on a network simulator and determine its performance through extensive simulations. 

Index Terms— AODV, Disaster, Emergency Rescue, FORP, MANET, RREQ, SOS 

——————————      —————————— 

1 INTRODUCTION                                                                     

IRELESS communication technology is advancing 
gradually and rapidly. Individuals desire the ability to 
access their network terminals (laptops, PDAs, etc.) at 

even a considerable distance [1]. Users have the option to go 
wherever they want with wireless connectivity. There are 
many distinct wireless networks, each with its technique of 
connecting the nodes. They are divided into fixed infrastruc-
ture and ad hoc wireless networks [2]. 

Due to the proliferation of mobile devices that rely on wire-
less networks, MANET technology is one of the most promis-
ing research domains. Subsequently, the unique characteristics 
of MANET technology provide significant prospects for wire-
less network improvement [3]. On the other hand, due to its 
link with severe obstacles, MANET has become one of the 
most lively and active study domains in communication and 
networks. For a good reason, MANETs have become a popular 
network type. It is a network that is easy to set up. Unlike 
conventional networks, they can be set up at any location. 
However, regardless of the appealing applications, MANET's 
capabilities pose many obstacles that must be thoroughly in-
vestigated [4].  

MANET is an autonomous distribution network composed 
of only mobile terminals [5]. It is expected to be used as one of 
the communications means when the base station is no longer 
available in such a disaster. It is utilized to communicate when 
the base station is no longer available in such a disaster. Many 
MANET protocols have been proposed to date are designed 
and assume that the destination IP address is already familiar. 
However, when a victim seeks help via a MANET in an emer-
gency or a disaster, the destination's IP address may not be 
aware. In such a case, broadcast messages to an unspecified 
number of terminals seem adequate, but excess-posted mes-
sages may make the limited wireless bandwidth flooded.  

Unlike the usual wireless network, MANET does not have 
particular nodes such as access points, base stations, and rout-
ers. So, each MANET node has the functions of an access point 
and a router, i.e., detection of neighboring nodes, management 
of the routing table, and the operation of the client terminal, 
i.e., data transmission and reception. These functions are car-
ried out based on a MANET protocol's routing protocol. 
Therefore, MANET's performance and property greatly de-
pend on the MANET protocol.  

MANET Protocols are classified roughly into two types; 
one is the proactive type, and the other is the reactive type [6]. 
In the reactive type protocols, control messages are sent only 
when a communication demand occurs, and routes are estab-
lished on-demand [7, 8]. The former has a disadvantage be-
cause each node has a heavy load, while communication de-
lays can be decreased. The latter is easier to have increased 
uncertainty than the former, but each node has less load be-
cause control messages are sent only when necessary. We de-
sign the proposed protocol based on both proactive and reac-
tive type AODV-SOS and FORP-SOS protocols because it is 
expected that the securing of the power supply becomes diffi-
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cult during the disaster [9]. 
MANET is a mobile node network with a dynamic architec-

ture. There is no central control because of the network's dy-
namic nature. As a result, nodes communicate with one an-
other via intermediate nodes. During the recent few years, we 
have observed so many earthquakes in various areas of our 
country and other countries. For example, in 2015, a magni-
tude 7.8 earthquake ravaged impoverished Nepal. In addition, 
Japan was affected by a 9.0 scale massive earthquake in 2011 
[10, 11]. When large earthquakes strike, our regular communi-
cation can be disturbed, and it can be challenging to com-
municate in some regions due to physical damage, power out-
ages, and base station congestion. 

In this case, if we can ensure secure communication, it is 
easier for the rescue team to find out the victims, and they can 
get instantaneous help by using these protocols. MANET is 
among the probable platforms to really be adopted in these 
scenarios as a standby network connection. The primary objec-
tive of this project is to enhance the activity of the AODV-SOS 
and FORP-SOS routing protocols in MANETs by creating a 
technique for deleting “S-O-S Packets” when the quality of the 
desired signal falls below a certain level. Every node gets an 
“S-O-S Packets” at the same time. When MANET is engaged 
in the case of a catastrophe, however, it is based on the pre-
sumption that the intended Internet Protocol address is recog-
nized. Still, it is hazardous since this Internet protocol possess-
es an emergency number. 

In this paper, we introduce a suitable MANET protocol for 
such a case in which a route request can be sent without speci-
fying a destination IP address. We presume that the victims 
have a source terminal unaware of the evacuation squad's In-
ternet Protocol address. We extend the AODV-SOS protocol to 
implement an additional "S-O-S packet" packet to send mes-
sages without specifying a destination IP address. When the 
SOS packet arrives at the destination terminal of the rescue 
team, it enables communication between the victims and the 
rescue team, and the rescue team can derive information 
through it. So, it will be able to contribute to the rescue activi-
ties. 

The main contribution of our study is:  
We introduced AODV-SOS and FORP-SOS instead of the 
AODV and FORP routing protocol. Furthermore, if the ob-
tained transmit power is less than a fixed value, we develop a 
methodology for discarding "S-O-S" transmissions. By utiliz-
ing this proposed solution, the amount of routing traffic deliv-
ered will be scaled down, and the PDR is predicted to im-
prove the final result.  

The remains of the work are structured as follows:  
In Section 2, the Literature Review of this research work. In 
Section 3, give an overview of AODV and FORP. In Section 4, 
the Proposed Method for AODV-SOS and FORP-SOS. In Sec-
tion 5, Results and Discussion. The Conclusion is shown in the 
Section 6 of this research work. 

2 LITERATURE REVIEW 

Shulong Peng et al. present an improved routing protocol, 
but their communication medium is ship-to-ship and shore-to-

ship [12]. Therefore, we have considered a vastly populated 
network and sent data from a specific node to a target node.  

Satoru Inazu et al. During a natural disaster, no mecha-
nism for transferring data from the source node to the target 
node was offered; however, each node functions as a network 
router,  a network host, and routing packets between other 
nodes, transmitting and receiving data [13]. To solve the issue, 
we proposed a method of processing SOS packet receiving.  

Natarajan Meghanathan et al. Numerous routing protocols 
are employed. However, the FORP is emphasized in order to 
obtain the improved protocol known as M-FORP [14]. But 
there is no clear idea about whether these routing protocols 
are energy efficient or not. On the other hand, we used both 
proactive and reactive routing protocols.  

E. Alotaibi and B. Mukherjee et al. Mobile devices can 
form a MANET by connecting dynamically across the wireless 
medium without the usage of a centralized structure using 
wireless technologies such as Bluetooth or the 802.11 stand-
ards. However, the environment was static, and no mobility 
model was applied [15].  

Lundgren et al. evidence says that sometimes mismatch oc-
curs between the actual connectivity status and the router due 
to unreliable implement action of hello message [16]. This 
mismatch is known as "gray communication zones." A hello 
message detects these zones, regardless of whether or not the 
neighbor is reachable. However, the actual data message can-
not be transmitted between the router and its neighbors. To 
remove this drawback, one such routing protocol [17] called 
position-based routing protocol is introduced. These protocols 
indicate the presence and current location of the user.  

Floriano De Rango et al. (2009): The authors of this re-
search examined a study of the behavior of a number of ener-
gy-conscious routing metrics when enforced to the OLSR pro-
tocol and verified its efficacy in lowering energy usage and 
extending network duration time when used in conjunction 
with such a proactive strategy. When energy-conscious condi-
tional MDR metrics are used to combine with the heuristic 
mechanism for EA-Willingness, the energy behavior of a mo-
bile network improves significantly without compromising 
additional aspects of performance parameters [18].  

Wardi et al. (2011): The authors of this work proposed the 
REOLSR2 OLSR technique, which is based on residual energy. 
The REOLSR2 selects MPR networks depending on their ac-
cessibility and degree, as well as the remaining energy of their 
1-hop neighbors. The objective is to avoid picking MPR nodes 
with low remaining energy and to prevent concentrating us-
age of energy in a few nodes. REOLSR2 is a proposed system 
that reduces energy usage and increases throughput [19].  

Chunkang Feng et al. (2012): The authors of this study 
compared the AODV, DSR, and OLSR routing protocols in 
terms of network duration time and end-to-end delay. The 
OLSR MPR selection method causes MPR nodes to consume a 
lot of energy, resulting in a short lifetime for the OLSR net-
work. ENOLSR improves node energy usage efficiency and 
enhance the duration time of the network in the absence of an 
increase in energy usage by increasing the complexity of the 
MPR selection approach [20].  
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M. Zhang and P. H. J. Chong et al. Because routing is per-
formed autonomously by nodes via intermediary nodes, MA-
NETs have the ability to reduce infrastructural costs and im-
prove fault tolerance; yet, no cost-effective routing protocol 
has been deployed [21]. 

3 OVERVIEW  OF AODV AND FORP 

3.1 AODV (Ad hoc On-Demand Distance Vector) 

AODV is the reactive type MANET protocol. Figure 3.1 
shows the route establishment process of the AODV. When a 
new destination requires a route, the root node broadcasts a 
route request packet to determine the endpoint route. A node 
that accepts the route request packet directly from the source 
node generates a (reverse) route to the root node and re-
broadcasts the route request packet when it is not the end-
point [22]. By repeating this re-broadcasting, the route request 
packet is forwarded to the endpoint. When the endpoint node 
accepts the route request packet, it unicasts the route reply 
packet to the last node by using the (reverse) route. The node 
that accepts the route reply packet generates the (forward) 
route to the node that sent the route reply packet and unicasts 
the route reply packet by using the (reverse) route [23]. By 
continuing this process, the route is formed successfully when 
the route reply packet reaches the root node. Intermediate 
nodes (except the root and endpoint node) put the information 
about neighbor nodes to the "precursor list" when it unicasts 
the route reply packet. If the intermediate node already has 
the route information to the destination, there is a case that the 
node sends back the route reply packet. Note that the inter-
mediate nodes do not re-broadcast the once received route 
request packet to prevent excess packet flooding [24]. 

 
 
 
 
 
 
 
 
 
 
 
 
 
 

 

 

 

Figure 3.1 Route Establishment Process of the AODV 

 

3.2 FORP (Flow-Oriented Routing Protocol) 

Usually, RET and LET are employed to construct the path 
in the FORP routing protocol. The movement speed, moving 
direction, location information between two terminals, and 
communicable range are all used to calculate the LET. The 
minimal LET value of the links that comprise the route is RET. 

Figure 3.2 depicts the terminal's spatial connection for LET 
computation. Let  and  and  denote the coordi-
nates, speed, and mobility node’s direction of , and , 

 and  Be the coordinates, speed, and mobility node’s direc-
tion of , and c be the communicative range. The LET between 
two terminals is calculated as follows: 

 
 
 
 
 
 
 
 

 

 

 

 

 

 

 

 

 

 

 

 

 

 

 

 

 
 
 
 

Figure 3.2 The relationship of a node to other nodes for LET calculations 

 

The source node sends out a route request packet with the 
endpoint internet protocol address specified in the top. The 
nearby node that accepts the route request calculates the link 
expiration time based on the information in the route request 
for the neighboring node and compares it to the route expira-
tion time in the route request. If it is less than route expiration 
time, it is necessary to update route expiration time infor-
mation. Following that, verify the endpoint internet protocol 
address; if you don’t own it, replicate the route request and re-
broadcast [25]. When the targeted endpoint receives a route 
request, it waits a predetermined period of time, known as the 
Waiting Time (WT), before receiving more route requests. 
Compare the route expiration time values in every route re-
quest to the route and unicast route reply packet with the 
highest route expiration time if several route requests are re-
ceived after the waiting period. When the route reply returns 
to the root node, the route is completed [13]. 

4 PROPOSED METHOD FOR AODV-SOS AND FORP-
SOS 

We propose a unique MANET protocol that extends the 
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AODV protocol by implementing an additional packet named 
the "S-O-S packet" that enables the transmission of messages 
without identifying the destination IP address. Figure 4.1 
shows the flow of the procedure at the terminal when the SOS 
packet is received in the proposed protocol. The source node 
initiates the SOS packet (terminal of the victim). It is broadcast 
like an RREQ packet; however, the distinction is that the des-
tination address is not mentioned. When a node is not the des-
tination node, it receives an S-O-S packet. If the rescue team's 
destination terminal receives an S-O-S packet, it unicasts the 
route reply packet using the reverse route, and the route is 
successfully created when the route reply packet reaches the 
root node. Then communication can begin. When a root node 
gets multiple route reply packets, it creates a multi-path, as 
illustrated in Figure 4.2. 

 
By implementing this S-O-S packet, the victim can request 

assistance even if the rescue team's IP address is unknown. 
 
 

 

 

 

 

 

 

 

 

 

 

 
 

 

 

 

Figure 4.1 Flow Chart of Processing SOS packet Receiving 

 

 

 

 

 

 

 

 

 

 

 

 

 

 

 

 

Figure 4.2 Establishment of multi-path 

For route search in FORP-S-O-S, S-O-S packets without the 
endpoint internet protocol address in the top were employed. 
Furthermore, the RREP only returns a specific word as the 

recipient terminal, such as a rescue squad. Figure 4.3 depicts 
an example of FORP-SOS route construction. I denote the root 
node, F denotes endpoint node, and M1, M2, and M3 are the 
other nodes. The source node I sends out an SOS message with 
the destination IP address omitted from the header. M1 and 
M2 calculate LET and update RET after receiving the S-O-S 
packet, using the information I supplied in the S-O-S packet 
and their own location information. M1 and M2 are not end-
point terminals, hence SOS packets are duplicated and re-
broadcast. M1 and M2 send S-O-S packets, which are accepted 
by F and M3, respectively. F accepts an S-O-S packet and com-
pute link expiration time before comparing it to the S-O-S 
packet's RET. Because LET is greater than RET in the example 
presented in Figure 4.3, RET is not modified. Because F de-
notes the endpoint terminal, it does not duplicate the S-O-S 
packet and instead of waiting for subsequent S-O-S packets to 
arrive until the time WT has passed. M3 broadcasts SOS pack-
ets and performs the same operation as M1 and M2. Within 
the time WT, it is assumed that F accepts the S-O-S packet sent 
by M3. F compares the route expiration time in the S-O-S 
packets accepted from M1 and M3 and sends route reply to 
the node with the higher route expiration time. In the example 
of Figure 4.3, because route expiration time from M3 is longer 
than route expiration time from M1, route reply is unicast to 
M3, and then arrives at I via M2, completing the trip. 

 
 

 

 

 

 

 

 

 

 

Figure 4.3 The positional relationship of each terminal 

Figure 4.4 illustrates how the proposed method can be used 
to build a route. I is the root node, F is the endpoint node, and 
M1, M2, and M3 are the other nodes. The terminal accepting 
the S-O-S packet analyzes the received signal strength indica-
tor (RSSI) value of the accepted S-O-S packet to a predeter-
mined threshold value. The S-O-S packet is copied and re-
broadcast if it exceeds the threshold. The S-O-S packet is de-
leted if the received signal strength indicator accepted packet’s 
value is less than the threshold value. 
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Figure 4.4 A route developed using the proposed method as an example 

5 RESULTS AND DISCUSSION 

A network simulator is used to test the suggested tech-
nique. A Network scenario has been developed based on a 
premise whereby a sick person delivers a request for assis-
tance. Fig 5.1 depicts the Network scenario that was construct-
ed. 600[m] × 600[m] is the size of the simulation area. The 
emergency response node and other general nodes travel at a 
walking pace throughout the simulated environment, but the 
victim node remains stationary. All seed values have the exact  

node placement. The node movement, on the other hand, is 
distinct. The victim node sends data packets at 1024 bits per 
second. Each terminal's antenna gain is 0[dB]. IEEE 802.11g is 
the wireless standard, as well as the supply of power, is 0.01 
W. 
 
 
 
 
 
 
 
 
 
 
 
 
 
 
 
 
 

 

 

 

 

 
Figure 5.1 Simulation Model 

 

As assessment indices, PDR and routing traffic volume are 
used. Packet delivery ratio is the degree of info that search 
party nodes get compared to data that victim nodes send to 
the rescue team nodes. The aggregate of the “S-O-S packet” 
and each Route Reply, Route Request, and Route Error packet 
shows the amount of routing packet that has been transmitted. 

The test was run by switching the “s” value, which regu-
lates the node's movement in six different ways while the 
number of neighbors is 600, the Duration is 0.30 sec, and the 
Received signal level is -60 dBm. Figures 5.2, 5.3, 5.4, and 5.5 
indicate the quantity of network load sent and the PDR find-
ings, respectively. As demonstrated in Figures 5.2, 5.3, 5.4, and 
5.5, the throughput is improved, and the number of network 
loads delivered is reduced for changing seeds. Applying an 
RSSI base rate to the “S-O-S packet” will provide a harmoni-
ous path if no base rate is used. Table 1 represents the simulat-
ed value for Traffic and PDR for AODV and AODV-SOS. Re-
spectively Table 2 represents the simulated value for Traffic 
and PDR for FORP and FORP-SOS. 
 

 

 

 

 

 

 

 

 

 

 

 

 

 

 

 

 

 

 

 

 

 

 

 

 

 

 

 

 

 

 

Figure 5.2 The number of traffic sent per seed value for AODV & AODV-

SOS 
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Figure 5.3 Packet delivery rate per seed value for AODV & AODV-SOS 

 

 

 

 

 

 

 

 

 

 

 

 

 

 

 

 

 

 

 

 

 

 

 

 

 

 

 

 

 

 

 

 

Figure 5.4 The number of traffic sent per seed value for FORP & FORP-

SOS 

 

 

 

 

 

 

 

 

 

 

 

 

 

 

 

 

 

 

 

 

 

Figure 5.5 Packet delivery rate per seed value for FORP & FORP-SOS 

From the above graph, we calculate that the number of 
network load transmitted for AODV & AODV-SOS has de-
creased by 8.22% (average value) as we as the PDR (per seed 
value) for AODV & AODV-SOS have increased by 3.71% (av-
erage value). On the othe other hand, the number of routing 
traffic sent (per seed value) for FORP & FORP-SOS has de-
creased by 32.51% (average value), and the PDR (per seed val-
ue) for FORP & FORP-SOS has increased by 8.91% (average 
value). 

The number of routing traffic sent increases with seed value 
4, yet the packet delivery rate decreases. Because the terminal 
can receive fewer S-O-S packets that are more significant than 
the “Received Signal Strength Indicator” base rate based on 
the end device specification, it is assumed that S-O-S packet 
repeat transmission will increase, and a path will be unable to 
create. 

6 CONCLUSION 

We have proposed a MANET protocol for an emergency 
situation of the disaster, etc. A route request can be sent with-
out specifying a destination IP address by extending the 
AODV & FORP protocol to implement the SOS packet. The 
proposed protocol is implemented and evaluated in the net-
work simulator Riverbed Modeler 18.0. To increase packet 
delivery rates and reduce routing traffic in AODV-SOS and 
FORP-SOS, we proposed a strategy for discarding packets 
when the strength of the receiving signal falls below a prede-
termined limit, and evaluating its effectiveness using six simu-
lations. Finally, the number of routing traffic sent was de-
creased in some cases through packet removing operations 
based on the received signal strength indicator threshold, and 
the PDR was increased. It is essential to fixed applicable re-
ceived signal strength indicator thresholds for future tasks and 
figure out effectiveness using more practical simulation pa-
rameters. Also, it is necessary to consider the general termi-
nals' movements, effects of buildings, and obstacles to the ra-
dio wave. We will evaluate the proposed protocol's perfor-
mance by using more precise models that include the above 
considerations. In addition, the function that some relay nodes 
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temporarily hold messages of the victim nodes when a route 
establishment is difficult and send them to the rescue nodes 
after the communication route is established should be con-
sidered.  
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